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Abstract - Customers have access to a practical cloud storage choice with mobile cloud storage. In this research, we 
introduce a practical, safe, and privacy-preserving mobile cloud storage system that safeguards both the confidentiality 
and privacy of data, particularly the access pattern. As the central element of the suggested mobile cloud storage system, 
we explicitly offer an oblivious selection and update technique. The client can secretly download an encrypted data item 
from the cloud and update it with a new value thanks to OSU, which is based on onion additively homomorphic 
encryption with constant encryption layers. This drastically minimises the client's calculation and communication 
overheads. Due to its fine-grained data structure, minimal client-side processing, and constant connection overhead, our 
approach is very beneficial for cloud Storage scenarios. Moreover, by utilizing the "verification chunks" method. With 
our advancement, we fragment a file and copy the corrupted data across other cloud nodes. In order to ensure that even 
in the event of a successful attack, the attacker would not acquire any important information, each server retains a piece 
of a data file. 
 
Index Terms—Mobile cloud storage, data security, fragmentation, malicious server. 
 

I. INTRODUCTION 

Mobile cloud storage allows for the storing of data in the cloud and remote access to that data via mobile devices 
cloud storage. Due to its appealing characteristics, Cloud storage is gaining popularity. Mobile cloud storage 
services are offered for corporate use by some major corporations, including Apple I Cloud, Drop box, Microsoft 
One Drive, and Google Drive[1]. Not everyone believes the cloud to be 100 percent trustworthy. As a result, the 
client can use encryption to protect data before uploading it to the cloud. In MSC-based applications, however, data 
will always be connected to particular information, such as location information in location-based services. In this 
instance, the data item being accessed leaks additional data to the cloud server. The cloud may determine the 
operation of the client and even the content of the encrypted data by using this access pattern information that has 
been hacked [3]. For instance, a cloud can find about 80% of search queries in a searchable encryption system by 
using a generic inference attack with access pattern leaks and the least amount of prior knowledge.  
The "oblivious" system can protect both access patterns and data. "Oblivious storage," "oblivious random-access 
machine," and "oblivious transfer" are some examples (OT).In principle, these solutions enable a customer to access 
their outsourced data kept in a shaky cloud without identifying which things have been accessed or even the types of 
operations being asked for[1]. These technologies have been widely used in a variety of application scenarios 
because to the high level of privacy preservation, including searchable encryption, encrypted hidden volumes, cloud 
storage, multi-party computation, etc. 
 

II. LITERATURE SURVEY 

A.Software Protection and Simulation on Oblivious RAMs 

One of the most difficulties in computer usage is software protection. Although there are numerous 
heuristics and improvised solutions for defence, the issue as a whole has not received the theoretical attention it 
requires and hereby it explains the software protection theoretically. It simplifies the challenge of software 
protection to the problem of efficient simulation on oblivious Memory. If the order in which a machine accesses 
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memory locations is equivalent for any two inputs with the same running time, the machine is unaware. An ignorant 
Turing machine, for instance, is one in which each computation results in the exact same movement of the heads on 
the tapes. As a result, it is unrelated to the real input. With the random-access machine model of computation, it 
demonstrates how to simulate an arbitrary RAM input online using a probabilistic oblivious RAM with a poly-
logarithmic running-time slowing and this demonstrates  a lower bound is a logarithmic slowing. 

 
B.TWORAM: Efficient Oblivious RAM in Two Rounds with Applications to Searchable Encryption 

It introduces TWORAM, an asymptotically effective oblivious RAM (ORAM) protocol that enables blind 
access (read and write) to a memory index in two rounds: In an encrypted query, the client creates and sends a 
request to the server. Gaining access to memory M, the server then sends back encrypted data containing the desired 
value. When compared to tree-based ORAM schemes like the path ORAM method developed by the cost of 
TWORAM is merely a multiplicative factor of security parameter greater. The interesting applications of 
TWORAM include a 4-round symmetric searchable encryption scheme where, in the worst case, the search is 
sublinear and the search pattern is kept secret. If the documents are kept in the memory M that is being accessed 
unaware, the access pattern can also be kept secret. 

C.  Remote Oblivious Storage: Making Oblivious RAM Practical 
Because of cloud computing technologies, remote data storage has grown more appealing and 

advantageous. While data is protected by encryption, the access pattern to the data is not concealed. Accessing 
distant storage using an Oblivious RAM (ORAM), which demonstrates that all access patterns are hidden, is a 
natural option. Even though ORAM is asymptotically efficient, the best implementation currently available a 
significant amount of overhead: for every M items locally stored, it stores 4–6 times as many items remotely, makes 
round trips to the storage server for each request and periodically stops all the data requests to shuffle all storage 
(which is a lengthy process). It describes the oblivious storage (OS), a concept related to ORAM that more easily 
and properly reflects the security setting of remote storage. Then, suggests a brand-new ORAM/OS construction that 
addresses the issues with practicality that were just mentioned. It has a storage constant, achieves round trips to the 
storage server for each request, and permits requests to happen concurrently with shuffle without endangering 
security and includes a new flat main section and hierarchical shelter for server memory, a client-side index for 
quickly finding identifiers at the server, a new shelter serving requests simultaneously with the shuffle, and a data 
structure for quickly finding objects in a partially shuffled storage. 

 

III. PROBLEM DEFINITION 

In existing system, the cloud is not regarded entirely trusted. As a result, the client can use encryption 
techniques to protect data before uploading it to the cloud. Data that has been outsourced to the cloud must be 
protected. As mentioned above, illegal data access by other users and processes (whether intentional or 
unintentional) must be prevented because any weak entity can jeopardise the entire cloud. The security system needs 
to be considerably improved under these circumstances. Yet, data will always be connected to specific information 
in MSC-based applications, such as location data in location-based services. The type of data being accessed in this 
case gives the cloud server additional information. 

 

IV. PROPOSED MODEL 

In this study, we collectively approach the performance and security issues as a secure data replication issue. 
For better performance and security, we offer Detaching and Reproducing of Data in the Cloud, which judiciously 
divides user files into pieces and replicates them at key locations within the cloud [3].A file is broken into pieces 
based on provided user criteria so that no meaningful information is contained in any individual fragments. To 
strengthen data security, each cloud node has a unique fragment. Additionally, save your data on several servers so 
that if one of them is compromised or becomes unavailable in the future, the others will still allow you to retrieve 
your data. The second is to transfer the info to others in secure manner. So the user request to transmit the data from 
cloud to others mean the server generates a key for a specific file and supplied to the cloud user. The random 
function used to generate a key. The keys are shared by the sender and receiver. The receiver can securely retrieve 
data from the cloud by utlising the secret key. 
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         Fig.1. System Model 

V. RESULTS AND DISCUSSION 

Finally, using DotNet, we put the suggested mobile cloud storage technique to the test while simulating the 
cloud and the client, respectively. A file is divided into pieces based on specified user criteria so that no useful 
information is contained in any individual fragments. To strengthen data security, each cloud node has a unique 
fragment. 

 

Fig.2. The client storage 

 
The client storage need is shown in Fig. 2 together with variable stash parameters and the smallest effective 

item size. We can presume that the recommended mobile cloud storage system enables the client to access a much 
larger mobilecloud storage while using a modest quantity of local storage with high levels of privacy protection. 
 

VI. CONCLUSION 

In this research, we provide a mobile cloud storage solution that is effective, secure, and privacy-preserving. 
The recommended method might simultaneously protect data and access patterns. Compared to current plans. To 
further increase the effectiveness of the plan, we additionally consider temporal locality. The security and privacy 
analyses and proofs demonstrate that our plan successfully maintains data confidentiality and a high level of privacy. 
Finally, using a simulation environment, we fully estimate our construction and compare it to the other two 
oblivious storage schemes. The results reveal that our method is significantly efficient and has good performances. 
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