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Abstract- Power system security is the ability to maintain the flow of electricity from the generators to the customers, 

especially under disturbed conditions. Since disturbances can be small or large, localized or widespread, the planning and 

design of the power system must achieve a certain level of security. To secure the system against more severe disturbances 

obviously requires more expensive designs; hence, the design criteria are chosen to meet an appropriate level of security. 

In the more developed countries, the customer is often willing to pay more for minimizing the interruption of power, 

whereas in the less developed countries the scarcity of capital and other reasons keep the level of power system security 

lower. The Power System needs to be operationally secure, i.e. with minimal probability of blackout and equipment 

damage. An important component of power system security is the system’s ability to withstand the effects of 

contingencies. A contingency is basically an outage of a generator, transformer and or line, and its effects are monitored 

with specified security limits. This work reviews the techniques for contingency analysis based on line flow analysis. 

Contingency analysis is performed considering the line and generator outage contingencies, in order to identify the effect 

of an increase in loading to critical line and generator outages. The effectiveness of the proposed is tested on IEEE-14 bus 

system. 
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I. INTRODUCTION 

The power system operation is said to be normal when the power flows and the bus voltages are within acceptable 

limits despite changes in load or available generation. From this perspective, security is the probability of a power 

system‟s operating point remaining in a viable state of operation. System security can be broken down into two 

major functions that are carried out in an operations control center:  

i) Security assessment and  

ii) Security control.  

 

1.1 Security Assessment 

1.1.1 Static security assessment 

Static security assessment (also referred to as steady state security) is the ability of a power system to reach a steady 

state operating point without violating system operating constraints. The violations of thermal limits of transmission 

lines and bus voltage limits are main concern for static security analysis. Under normal operating conditions, the 

following constraints must be satisfied:  

     (1) 

   (2) 

 

Where  represents real power generation at  bus,  is the total system demand;  is the total real power 

loss in the transmission network; | | is the voltage magnitude at  bus;  represents MVA flow in 

branch ;  is the number of generators.  

Constraints (1) and (2), when referred to the post contingency scenarios, are referred to as Security Constraints [2]. 

If any of the constraint violates, the system may experience disruption resulting in a „severe black out‟. 

 

1.1.2 Transient Security Assessment 

Transient security is the ability of a power system to operate consistently within the limits imposed by system 

stability phenomena. One of the primary requirements of reliable service in electric power systems is to retain the 

synchronous machines running in parallel with adequate capacity to meet the load. Transient security assessment 

consists of determining, whether the system oscillations, following the occurrence of a fault or a large disturbance, 
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will cause loss of synchronism among system generators [1]. Transient security assessment is a subset of transient 

stability of the power system. Transient stability pertains to rotor angle stability, where the stability phenomena are 

characterized by the rotor oscillations under a severe perturbation. The goal of TSA is to solve non-linear dynamic 

equations describing the transient behavior of the system under a set of credible contingencies. In this paper, 

generators are represented by simple classical model and rotor dynamics of the system is studied [2]. 

 

I.2 Security Control 

It determines the exact and proper security constraint scheduling which is required to obtain the maximized security 

level. Power systems are designed to survive all probable contingencies. A contingency is defined as an event that 

causes one or more important components such as transmission lines, generators, and transformers to be 

unexpectedly removed from service. Survival means the system stabilizes and continues to operate at acceptable 

voltage and frequency levels without loss of load. Operations must deal with a vast number of possible conditions 

experienced by the system, many of which are not anticipated in planning. 

 

II. OPERATING STATE OF POWER SYSTEM 

The former gives the security level of the system operating state [4]. The latter determines the appropriate security 

constrained scheduling required to optimally attaining the target security level. Before going into the static security 

level of a power system, let us analyze the different operating states of a power system. Based on the Security level 

of power system, its operating states are classified into;   

 Normal 

 Alert 

 Emergency 

 Extreme Emergency and 

 Restorative. 

Figure 1 below depicts these states and the ways in which transition can occur from one state to another. 
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Figure 1.  Power system operating states [1] 
 

 Normal State: In normal state, the power balance between generation and load is satisfied and no 

equipment is overloaded. All the voltages are within limits. In addition, the system has sufficient security 

margin to withstand any of the credible contingencies.  

 Alert state: Under this state, the power balance between generation and load is still met. No equipment is 

overloaded. No voltage is out of its limits. However, when a severe contingency occurs, the system will 

either have overloaded equipment‟s or have voltage violations. 

 Emergency state: The power balance between generation and load is still satisfied. However, either 

overloaded or voltage violations happen in emergency state. If suitable corrective control actions are taken, 

the state can still be restored to normal state or at least alert state. 

 Extreme State: Under this state, the power balance between generation and load is lost. Voltage violation 

may happen and some equipment is overloaded. There are cascading outages. Load shedding may be taken, 

to save as much of the system as possible. 

 Restorative State: Under this state, the operator performs control actions to restore all system loads. 

Depending on different cases, the system can reach either normal or alert state. 
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III. CONTINGENCY ANALYSIS 

Maintaining power system security is one of the challenging tasks for the power system engineers. The security 

assessment is an essential task as it gives the knowledge about the system state in the event of a contingency. 

Contingency analysis technique is being widely used to predict the effect of outages in power systems, like failures 

of equipment, transmission line etc. The off line analysis to predict the effect of individual contingency is a tedious 

task as a power system contains large number of components. Practically, only selected contingencies will lead to 

severe conditions in power system like violation of voltage and active power flow limits. The process of identifying 

these severe contingencies is referred as contingency selection and this can be done by calculating performance 

indices for each contingencies. Contingency analysis is one of the most notified issue in security assessment of any 

power system because with the existing complex infrastructure and with no extensive development of power 

stations, it is obvious that most of existing power systems cannot cope with the increase in demand. Contingency 

analysis should be performed for the unexpected and severe events that may occur in power system and preventing 

other related cascade accidents. The contingency analysis for a considered power system model involves the 

simulation of individual contingency. In order to make the contingency analysis easier, it comprises of three basic 

steps [3]. They are as follows: 

A. Contingency creation: it is the first step of analysis. It consists of all set of possible contingencies that 

may occur in a power system. This process comprises of creating contingencies lists. 

B. Contingency selection: it is the second step and it is the process which involves 

selection of severe contingencies from the list that may lead to bus voltage and power limit violations. Here 

in this process contingency list is minimized by elimination of least severe contingency and taking into 

account of most severe ones. The severity of contingencies is found by index calculation for this process. 

C.  Contingency evaluation: it is the third step and the most important one as it involves necessary control 

action and necessary security actions which are needed in order to mitigate the effects of most severe 

contingencies in a power system. Performance index (PI) is the method which is used for quantifying the 

severity and ranking those contingencies in the order of their severity. 

The main motivation of the work is to carry out the contingency selection by calculating the two kinds of 

performance indices; active performance index (PIP) and reactive power performance index (PIQ) for severe 

transmission line outage [4].  

For calculating those performance indices various iterative methods can be used. 

 

3.1 Power Flow Solution 

Power flow studies are necessary for control and planning of an existing power system and also for planning its 

future expansion. Determining of active and reactive power flow for each line and calculation of magnitude and 

phase angle of voltages at each bus is a challenging thing. While solving the power flow problem, assumption is 

taken as, power system is a single phase model and is operating under balanced condition. With each bus four 

quantities are associated. These are voltage magnitude |V|, phase angle (δ), real power P and reactive power Q. The 

system buses are divided into three categories: they are as follows: 

 SLACK BUS: This bus is also known as swing bus. This bus is used as reference where the magnitude and 

phase angle of the voltages are only specified. This bus finds the difference between the scheduled loads 

and generated power which are caused by the losses in the networks. 

 LOAD BUSES: The magnitude of bus voltage and the phase angle of the bus voltage are unknown. The 

active and the reactive power is specified. These buses are also known as P-Q buses. 

 REGULATED BUSES: These are also known as generator buses, or voltage controlled buses. Real power 

and voltage magnitude are specified at these buses. The phase angle of the voltages and the reactive powers 

are to be determined. These buses are known as P-V buses. The mathematical formulation of the power 

flow or the load flow problem results into nonlinear algebraic equations which can only be solved by 

iterative techniques. There are various iterative techniques. 

 Gauss-Seidel (GS) load flow method 

 Newton-Raphson (NR) load Flow method 

 Fast Decoupled load flow (FDLF) method 

For power flow solution, here we are adopting Fast Decoupled Load flow (FDLF) method due to its following 

advantages over Gauss-Seidel (GS) and Newton-Raphson (NR) method [5].  
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3.2 Fast Decoupled Load Flow (Fdlf) Method 

The fast decoupled power flow method is a very fast and efficient method of obtaining power flow problem solution. 

In this method, both, the speeds as well as the sparsity are abused. This is actually an extension of Newton-Raphson 

method formulated in polar coordinates with certain approximations which result into a fast algorithm for power 

flow solution. This method exploits the property of the power system where in MW flow-voltage angle and MVAR 

flow-voltage magnitude are loosely coupled. In other words a small change in the magnitude of the bus voltage does 

not affect the real power flow at the bus and similarly a small change in phase angle of the bus voltage has hardly 

any effect on reactive power flow. 

Because of this loose physical interaction between MW and MVAR flows in a power system, the MW- δ and 

MVAR-V calculations can be decoupled. This decoupling results in a very simple, fast and reliable algorithm. As 

we know, the sparsity feature of admittance matrix minimizes the computer memory requirements and results in 

faster computations. The accuracy is comparable to that of the N-R method. 

The load flow predicts all flows and voltages in the network when given the status of generators and loads. The 

principal information obtained from a power flow study is the magnitude and phase angle of the voltage at each bus 

and the real and reactive power flows in equipment such as transmission lines and transformers in a power system 

under balanced three-phase steady state conditions. Newton method and fast decupled load flow (FDLF) are widely 

used for their good convergence, fast calculation speed and moderate computer storage request. Comparing with the 

Newton method, The FDLF method is much faster [5].  

 

3.3 Contingency Selection 

Maintaining Power system security (PSS) is one of most demanding practical tasks for power system (PS) engineers. 

The safety determination is necessary job as it provides knowledge about system while it is in state of contingency. 

Contingency analysis function is used to decide consequence of faults such as failures of devices, transmission line 

(TL) error etc. & to apply for obligatory actions to prevent PS instability & dependable. The off line analysis of 

individual contingency is tedious job because PS have a huge amount of elements. Actually, only selected 

contingencies will guide to severe conditions in PS. Recognize severe contingencies is referred as contingency 

selection & this can be performed via manipulative presentation indices for each line. The contingency investigation 

technique is much time overwhelming and its convoluted calculation of complex AC load flow computation 

subsequent to every probable fault at different generators & TL.  

In sort to alleviate above issue, an automatic contingency screening (CS) demand is assume that recognize & ranks 

faults that actually due to abnormal circumstances. So CS & ranking for unsymmetrical fault. The contingencies are 

screened as per to severity index or performance index (PI) in which maximum value of these indices symbolize 

maximum level of hardness. The major purpose of this work is to hold contingency selection via manipulative the 

two types of performance indices namely, active power performance index (PIP) & reactive power performance 

index (PIV) for individual line fault. (PIV) have been calculated for IEEE-14 bus test system that is presented in 

figure 3. Employing algorithm implemented in MATLAB software. With help of Fast Decoupled Load Flow 

(FDLF), PIP & PIV performed in MATLAB & contingency ranking is obtained. Founded values of the PIQ, 

contingencies is ranked in TL contingency guiding to maximum value of PIV has been ranked first & least values of 

PIV is ranked last. The solutions of active PF (APF), reactive PF (RPF) in different TL & bus voltages at the buses 

has been studied. Since contingency analysis techniques involve prediction of effect of individual contingency cases, 

the above process becomes very tedious & time consuming while complex PS network is wide and big. In sort to 

avoid exceeding problem of CS or contingency selection technique (CST) found crit ical concern. As it found overall 

probable faults do not cause overload voltage or beneath voltage in different PS devices. The procedure of 

recognizing contingencies that really go to encroachment of real operational restrictions is termed as contingency 

selection [10]. The contingencies are chosen via manipulative type of severity indices termed as Performance 

Indices (PI). These indices are computed utilizing conventional power load flow algorithms for single contingencies 

in an off line mode. Set along values attained contingencies are ranked in manner, where they obtained maximum 

value of PI is ranked 1st. The investigation is basically preliminary via eventuality that is ranked 1 & is persisted in 

from no severe contingencies are available. Here two kinds of PI, that is highly utilize, these are active power 

performance index (PIP) & reactive power performance index (PIQ). PIP shows violation of line APF & is shown 

via equation (3) 

       (3) 

Where, Active power performance index,  = APF in line ,  =Maximum APF in line . 

        (4) 



International Journal of New Innovations in Engineering and Technology 

Volume 12 Issue 3 December 2019  012  ISSN: 2319-6319 

Here, 

= Voltage at bus  

 = Voltage at bus  

 = Reactance of line linking bus  & bus  

Another PI parameter that is utilized to bus voltage magnitude violations. It mathematically presented in following 

equation; 

      (5) 

Where  = voltage of bus ,  &  are highest & lowest voltage limits,  is average of  & 

,  is overall no. of load buses in system [7].  

To find the line by line contingencies, following algorithm is developed by using FDLF. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 2: Algorithm for the selection contingency ranking [5] 

 

IV. IEEE-14 BUS (TEST SYSTEM) 

The single line figure of IEEE 14-bus standard test system is presented in figure 3 that is made up of 20 TL. Five no. 

synchronous machines, consisting two generators, located at buses 1 & 2 as well as three synchronous compensators 

utilized for RPF handles, located at buses 3, 6 & 8. 

Start 

Read the system bus data and line data 

Set the contingency counter K=0 

Simulate the line outage 

contingency 

Calculate the power flow in all the Xn line & 

Pmax using FDLF 

Calculate the voltage at all the 

buses using FDLF 

Last contingency reached  

Increment the counter K=K+1 

Rank the contingencies as per the highest value of PIp & PIv  

Do the power flow analysis for the most severe contingency case  

Print the result  

Calculate PIp using (4.7) 

Calculate PIv using (4.9) 

Stop 
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Figure 3: Single diagram of IEEE-14 Bus system [11] 

 

V. RESULT 

To search Contingency Ranking subsequently technique is assumed: The AC power load flow program for 

contingency analysis (CA) by adopting the Fast Decoupled Load Flow (FDLF) algorithms that provides a quick 

solution for the contingency investigation as it possesses benefits of matrix alteration equation included & applied to 

suggest issue of possible contingencies concerning TL fault without reinventing system Jacobian matrix for 

alliteration. The ranking of line contingency is shown in shown in following table. 

 

Table 1: (Test Result) Line by Line Contingency Ranking 

Outage Line No. PIP PIV Ranking 

1 1.1693 7.3032 10 

2 0.9807 7.6696 11 

3 1.1654 10.0014 7 

4 0.9999 7.3213 12 

5 0.9820 8.8759 9 

6 0.9640 13.2572 2 

7 0.9915 0.3566 19 

8 1.0747 1.1753 17 

9 0.9807 10.5776 4 

10 1.2396 1.6047 16 

11 1.0142 9.5907 8 

12 1.0127 1.8089 15 

13 1.0569 1.3669 18 

14 1.0072 10.4518 6 

15 1.0759 0.0844 20 

16 1.0114 13.3464 1 

17 1.0164 2.3482 13 

18 1.0030 10.5217 5 

19 1.0008 12.5538 3 

20 1.0076 2.2891 14 
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Figure 4: Reactive power Performance Index with values 

 
Figure 5: Ranking of Line outage 

 

VI. CONCLUSION 

The system has a total 20 no. of transmission lines, hence we evaluate for 20 line contingency scenarios by 

considering the one line outage contingency at a time. The performance indices are summarized in the above table 

where it can inferred that outage in the line no.16 (Shown in bold) is the most harmful one and its outage will result 

a great impact on the whole system .The high value of PIV for this outage also suggest that the highest attention be 

given for this line during the operation. The contingency have been ordered by their ranking where the most severe 

contingency is being ranked 1 and the least has been rank 20. 
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